NETWORK SECURITY

Case Study Vocabulary 2014

**Directions**: Define each of the terms listed below.

APTs

Bots

Botnets

BYOD

DoS / DDoS attacks

Firewalls

IDS

IM

IPS

Malware

Man-in-the-middle

Packet-filtering

Proxy server

Script kiddies

SIEM

Smurf attacks

Spam

SSL

Stack-based buffer overflow

SYN flood

Threat landscape

Toolkits

TLS

Vulnerability

Whitelisting

Worm

Zero-day attack/vulnerability

Zombies/zombie computers